春节、全国两会等节日和重大活动即将到来，为切实做好我区岁末年初云安全和数据安全工作，确保党政机关、重点企事业单位上云系统安全平稳运行，请各单位即日起采取有力措施，全面加强政务云安全和数据安全，现将相关工作要求通知如下：

一、严格落实主体责任，强化上云系统排查整改。各单位要启动重大活动政务云安全和数据安全保护工作机制，按照“谁主管谁负责、谁运行谁负责”的原则，全面自查排查、远程技术检测，确保云安全和数据安全风险排查化解全面到位，上云系统安全稳定运行。

二、加强系统梳理，强化云安全和数据安全保护措施。各单位要对上云系统、云资源使用情况开展全面梳理，结合系统运行情况及云资源使用率及时进行动态调整，避免资源利用长期处于低效或超负荷状态。针对关键系统、高风险系统根据相关要求及时增补云堡垒机、云主机加固服务、云防火墙服务等云安全服务。

三、落实值班值守，强化应急保障。各单位要切实履行“两节”和重要活动期间值班值守职责，确保重要岗位在岗在位、重要系统和设备厂商24小时在线响应。若发生政务云环境、上云系统安全和数据安全突发事件，要立即启动应急预案，开展应急处置工作。